**Functional Requirements for Customer Registration form:**

1. **Field Validation**:
   * The "First Name" and "Last Name" fields should not accept numbers or special characters.
   * The "Email" field should accept only valid email formats (e.g., name@domain.com).
   * The "Password" field should follow specific rules (e.g., minimum length, special characters, etc. if defined).
   * The "Street", "City", "State", and "Zip" fields should validate proper inputs (e.g., no numbers for City, valid state selection).
2. **Mandatory Fields**:
   * All fields except "Street" should be mandatory.
3. **Password Security**:
   * Ensure passwords are masked while typing.
   * Test password complexity rules (if any are defined).
4. **Dropdown Validation**:
   * The "State" dropdown should display a list of valid states.
   * Ensure that choosing a state is mandatory.
5. **Zip Code Validation**:
   * The "Zip" field should only accept numbers.
   * Ensure validation of Zip code length (depending on region, it could be 5 or 6 digits).
6. **Submit Button**:
   * The "Register" button should only be enabled when all required fields are correctly filled.
   * Upon clicking the "Register" button, the form should submit the data for registration.
7. **Form Submission**:
   * Test successful form submission leads to the expected behavior (e.g., user is taken to the next page, confirmation message is shown).
   * Test unsuccessful submission shows proper error messages without clearing the form inputs.
8. **Reset or Default Values**:
   * Ensure form fields are cleared/reset after successful registration (or redirected as per application behavior).
9. **Field Length Constraints**:
   * Ensure field length limits are enforced for fields like "First Name", "Last Name", "Password", "Street", "City", and "Zip".

**Non-Functional Requirements:**

1. **Performance**:
   * The form submission should complete within a reasonable time frame (e.g., less than 2 seconds).
2. **UI/UX**:
   * All fields should be aligned correctly across various devices (mobile, desktop).
   * Ensure the "Register" button is clearly visible and accessible.
3. **Security**:
   * Ensure no sensitive information (like passwords) is logged.
   * Test CSRF tokens and input sanitization to prevent common vulnerabilities.

**Edge Cases:**

1. Empty form submission (all fields left blank).
2. Inputting the maximum and minimum character lengths for text fields.
3. Testing with special characters and numbers in the name fields.
4. Submitting with an invalid email format (e.g., missing @ or domain).
5. Entering an invalid state selection or an empty Zip code.
6. Checking responsiveness and compatibility across different browsers (Chrome, Firefox, Edge, etc.).